Secure Spatial Top-k Query Processing via
Untrusted Location-based Service Providers

Abstract:
Location-based spatial queries (LBSQ s) refer to spatial queries whose answers rely on the location of the inquirer. Efficient processing of LBSQ s is of critical importance with the ever-increasing deployment and use of mobile technologies. We show that LBSQ s has certain unique characteristics that the traditional spatial query processing in centralized databases does not address. In this paper, we present a novel query processing technique that, though maintaining high scalability and accuracy, manages to reduce the latency considerably in answering LBSQ s. We demonstrate the feasibility of our approach through a probabilistic analysis, and we illustrate the appeal of our technique through extensive simulation results.

Existing System: 
· The wireless data broadcast model has good scalability for supporting an almost- unlimited number of clients. 
· Its main limitation lies in its sequential data access: the access latency becomes longer as the number of data items increases. The numbers represent index values.
·  Spatial queries before the arrival of related data packets, we will overcome the limitation of the broadcast model. 
· In which case the query client needs to wait for the required data packets to get the remaining answers, the partial answer can be utilized by many applications that do not need exact solutions but require a short response time (for example, the query “What are the top-three nearest hospitals?” issued by a motorist on a highway). 
· In this study, we know KNN queries and WQs can be processed by cooperating MHs to improve the performance of on-air spatial queries (OASQs). We apply the spatial query algorithms proposed in to illustrate our techniques. However, our sharing-based solution can be a common method for any broadcast system.

Proposed system: 
· The maximal/minimal distance filtering technique is employed as a benchmark to evaluate the efficiency of other filtering techniques. Filtering techniques are proposed to effectively and efficiently remove data points from verification.
·  We proposed two kinds of anchor points, namely inner anchor points (IAPs) and outer anchor points (OAPs), respectively, where inner anchor points and outer anchor points are chosen in favor of validating and pruning, respectively.
· A straightforward filtering technique is based on the minimal and maximal distances between the minimal bounding boxes (MBBs) of an entry and the uncertain query.
· We proposed two main phases, 
· Filtering phase, effective and efficient filtering techniques will be applied to prune or validate the points.
· The points that cannot be pruned or validated will be verified in the verification phase in which their falling probabilities are calculated.
·  The aggregate “R” tree is employed to organize the data points, instead of the number of descendant data points, other aggregate values like sum, max, and min can be kept to calculate corresponding aggregate values.


System Requirement 
Hardware specifications: 
	 Processor	-	Intel Processor IV 
	 RAM		-	128 MB 
	 Hard disk	-	 20 GB 
	 Monitor	-	15’ Samtron color 
	 Keyboard	-	108 mercury keyboard 
	 Mouse		-	Logitech mouse 

Software Specification 
   		  Operating System – Windows XP/2000  
   		  Language used – J2sdk1.4.0 


